
Web Security Disclosure 

When accessing your account on–line, your account data is secured by way of AXIS security architecture. 
The AXIS security architecture is the very latest in technological design and utilizes a four–tier approach in 
ensuring that all on–line transactions and inquiries are fully secure. 

First, the AXIS security architecture requires that all on-line users utilize a secure password when 
processing an on–line transaction or accessing the user's account information. Secondly, all account data is 
fully encrypted to ensure that the data is not readable and cannot be intercepted by anyone other than 
Capital Communications FCU and its on–line business partner. The third level, which is the Perimeter 
Network Level, requires that the account data pass through a filtering/screening process to ensure that any 
unauthorized transactions are not being processed. Lastly, the account data travels through the Secure 
Network level which includes both firewall security and another filtering/screening process. 

By using the AXIS Security Architecture, you can be sure that all on-line transactions are fully secure and 
that your account data cannot be intercepted by anyone other than Capital Communications FCU and its on-
line business partner. 

Web use disclaimer 

Any unauthorized attempt to upload and/or change information on this site is strictly prohibited and is subject 
to prosecution under the Computer Fraud and Abuse Act of 1986 and Title 18 U.S.C. Sec. 1001 and 1030. 

External/Third-party Links 

By using an external/third-party link you will be leaving the Capital Communications Federal Credit Union 
website. We are not responsible for accuracy, security, or content of other websites. We encourage you to 
view privacy and security disclosures of all websites you visit. 

 


